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Abstract—Crowdsourcing is considered an efficient and
promising paradigm for constructing large-scale signal finger-
print radio maps due to the proliferation of Wi-Fi-enabled de-
vices. However, a crowdsourced Indoor Positioning System (IPS)
has to handle diverse devices and the inherent heterogeneity in
Received Signal Strength (RSS) measurements. To address the
device heterogeneity problem, differential fingerprinting methods
have been explored, which mitigate the device characteristics
that cause RSS from different commercial devices to report
differently. In this paper, we focus on Mean Differential Fin-
gerprinting (MDF) that produces the differential fingerprints by
subtracting the mean RSS value of all APs from the original RSS
fingerprints. We study the localization performance of the MDF
method by means of the Cramér-Rao Lower Bound (CRLB) and
show analytically that it outperforms another method that ad-
dresses device diversity. Furthermore, we evaluate the localization
accuracy of existing solutions using real-life Wi-Fi RSS datasets
collected by multiple consumer devices. The experimental results
confirm our analytical findings and demonstrate the effectiveness
of the MDF method to mitigate device diversity, as well as other
factors that affect the RSS readings including the device carrying
mode and power control schemes of the Wi-Fi infrastructure, thus
contributing to the wider adoption of crowdsourced IPS.

Index Terms—Indoor localization, Differential Signal Strength
Fingerprinting, Device Heterogeneity, Cramér-Rao Lower Bound

I. INTRODUCTION

RECENTLY, Location-Based Services (LBS) have been
rapidly growing due to the demand for location and

navigation-related applications [1] in health care [2, 3], ad-
vertisement [4], autonomous vehicle systems [5], and smart
cities [6]. Global Navigation Satellite Systems (GNSS) are the
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de facto localization technology for outdoor applications [7];
however, to date there is not a single prevailing positioning so-
lution in GNSS-deprived environments such as urban canyons
and indoor spaces.

Fingerprinting wireless signals such as Received Signal
Strength (RSS) has become an attractive solution for the de-
ployment of Indoor Positioning Systems (IPS). This is mainly
due to the explosive growth of Wi-Fi Access Points (AP)
and the proliferation of Wi-Fi-enabled IoT devices including
smartphones [8]. Such IoT devices are equipped with various
types of sensors and can be readily used to perform various
crowdsourcing/crowdsensing tasks in a collaborative fashion,
e.g., estimating air temperature [9]. Smartphones and other
IoT devices can be also utilized to recognize the spatial
characteristics of the localization area by sensing the signal
fingerprints required for deploying IPS [10–12]. Typically, a
signal fingerprint refers to the set of RSS values collected
from surrounding Wi-Fi APs. Prior to positioning, the finger-
printing system constructs a RSS radio map of the area of
interest based on the fingerprints annotated with location tags.
When it comes to positioning, the unknown user location is
estimated by matching the observed fingerprint to a fingerprint
stored in the radio map. Although fingerprinting localization
has comparable or even better localization performance than
other solutions without the cost of additional hardware or
infrastructure, it has not yet been widely adopted in real-life
application scenarios. The main limitation of fingerprinting
localization is that it requires time-consuming and labor-
intensive measurement campaigns to build and maintain the
RSS radio map.

To this end, crowdsourcing has recently emerged as a viable
alternative to relieve the burden of fingerprint data collection
by leveraging Wi-Fi RSS readings shared by users participat-
ing voluntarily [13–15]. These volunteers record Wi-Fi RSS
readings using their own IoT devices such as smartphones
and tablets, while moving within the area of interest, and then
share the collected fingerprints.

Crowdsourcing, however, introduces additional challenges
to fingerprinting IPS. Besides the need to engage users for
contributing their collected RSS data through the provision
of incentives [16], crowdsourcing raises some new technical
issues. For instance, a major problem is that a device used to
collect data for the radio map usually is not the same as the
user-carried device to be positioned when the system operates,
i.e., the device diversity or device heterogeneity problem.
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Fig. 1: Fingerprint measurements collected by heterogeneous devices from several Wi-Fi APs. (a) RSS data. (b) MDF data.

Notice that the reported RSS measurements can be affected by
factors that are related to multi-vendor device characteristics,
such as Wi-Fi chipset, antenna design, device packaging,
operating system software stack, etc. Figure 1a shows the RSS
fingerprints collected at the same position via five smartphones
with different Wi-Fi chipsets. The fingerprints deviation can
be observed visually, where raw RSS measurements can lead
to a significant deviation up to 17 dBm. This is not compatible
to generate radio maps and can cause high localization errors
in the crowdsourced system. As it is hard to quantify how
these factors affect RSS measurements, they are collectively
referred to as device heterogeneity in this work. Little has
been done to investigate how device heterogeneity ripples
through and ultimately affects positioning performance. It is
intuitive, however, that the larger the device heterogeneity is,
the less valuable the radio maps are for a new device to be
positioned, thus limiting the applicability and wider acceptance
of fingerprinting IPS.

Beyond device heterogeneity, there are additional factors
that may impact RSS measurements and introduce high loca-
tion errors in real-life fingerprinting IPS. For instance, even if
two users carry exactly the same device they may be facing
different directions when they collect data at the same location.
In this case, a user may be blocking the signals from an AP
received by the device, while the other user may not. As
the human body leads to additional signal attenuation when
a user is standing between the transmitter (i.e., the Wi-Fi AP)
and the receiver (i.e., the user’s device), a bias is introduced
in the RSS measurements collected by one user, but not the
other, which is known as body-loss impact [17]. Even when
these two users are facing the same direction they may carry
their devices in a different way, e.g., hand-held with different
device orientations (e.g., horizontal or vertical) that may be
blocking fully or partially the device’s antenna leading to the
hand-grip impact [17], or inside bag, backpack, pocket, etc.,
i.e., carrying mode [18]. In these cases, different bias values
are introduced in the RSS readings. Finally, Wi-Fi APs may
come with dynamic transmit power control capabilities, also

known as cell breathing for network operation reasons [19].
In fact, many commercially available Wi-Fi APs automatically
adjust their transmit power and working channel based on
interference from authorized APs, rogue APs, and non-Wi-
Fi interference sources to make the network operate at the
optimal performance [20]. Due to this functionality, two users
carrying exactly the same device in exactly the same way may
report significantly different RSS values if they visit the same
location at different times during the day, when a different
power control policy is in place. In this work, we treat these
impacts using techniques proposed mainly to address device
heterogeneity.

How to mitigate device heterogeneity remains an active
research topic and existing solutions can be broadly cate-
gorised into two approaches, namely the calibration and the
calibration-free schemes. Earlier crowdsourcing system, in-
cluding Molé [21] adopts the calibration scheme and calibrates
RSS values collected by heterogeneous devices at the same
known location by applying linear fitting. This approach,
however, requires perfectly aligned fingerprint pairs from a
large number of devices, rendering it impractical in many
applications. As a result, the calibration-free scheme attracts
more attention as it employs data transformation techniques
to remove device-dependent characteristics from the RSS
readings, rather than perfectly aligned fingerprint pairs from
multiple devices.

For example, the FreeLoc system generates relative RSS
values at a particular location in a manner similar to Rank
Based Fingerprinting (RBF) [22], which sorts the Wi-Fi APs
from the strongest to the weakest by RSS values. Similarly, the
Hyperbolic Location Fingerprinting (HLF) [23] uses normal-
ized logarithm RSS ratios for all AP pairs in the observed fin-
gerprint. The first method for differential fingerprinting, named
DIFF, constructs fingerprints by taking the RSS differences
between all possible AP pairs [24]. Many variants are also
proposed, including the Signal Strength Differences (SSD)
method that subtracts the RSS value of an anchor AP from the
other RSS values of the original fingerprints [25]. In [26], it is
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demonstrated that the DIFF method achieves better accuracy
than SSD when diverse devices are considered. The Mean
Differential Fingerprint (MDF) method is another variant,
which subtracts the mean RSS of all APs from the original
fingerprint [27]. Although some recent applications have been
proposed for existing differential fingerprints [28, 29], there
are no studies investigating their expected performance in a
theoretical way.

In our previous work, we assessed the performance of dif-
ferential fingerprinting methods, including the proposed MDF
approach, by means of analytical models for the probability
of correct location estimation and conducted experiments with
Wi-Fi RSS datasets collected in small-scale setups [30]. In
this paper, we perform a rigorous theoretical analysis and
comparison of differential fingerprinting methods by means
of the Cramér-Rao Lower Bound (CRLB). In particular, we
first derive the CRLB of MDF and the existing fingerprinting
method in a crowd-sourcing environment with multiple hetero-
geneous devices. The CRLB is used in estimation theory to
derive a lower bound of the variance of an unbiased estimator.
In the analysis of IPS, the CRLB denotes that the localization
error at a specific position is greater than or equal to X meters
given parameters such as the number and the geometry of the
APs, as well as the statistical characteristics of the measure-
ments (e.g., noise profile). We employ the CRLB to analyze
the performance of various differential fingerprinting methods
and demonstrate both analytically and experimentally that the
proposed MDF approach outperforms existing solutions.

To this end, the contribution of this work is three-fold:

• The theoretical localization performance in the presence
of multiple crowdsourcing devices has not been consid-
ered. We first derive the CRLB of the MDF method for
crowdsourced fingerprinting systems to assess its perfor-
mance in terms of localization accuracy. In addition, we
extend the existing CRLB derivation for the SSD method
to accommodate the presence of multiple heterogeneous
devices.

• We employ the CRLB formulations to study the behavior
of the MDF and the SSD methods with respect to various
system parameters. Our extensive analysis based on the
CRLB offers insights about the expected performance of
these methods in practice.

• We conduct a thorough experimental evaluation to con-
firm the theoretical findings. In particular, we use two
Wi-Fi RSS datasets collected in real-life indoor environ-
ments with multiple devices. We report accuracy results
in crowdsourced fingerprinting systems in the presence
of device heterogeneity and other factors, e.g., carrying
mode and power control, that impact the RSS measure-
ments.

The rest of the paper is structured as follows. Section II
overviews crowdsourced fingerprinting localization and out-
lines differential fingerprinting methods. Section III presents
the CRLB for the MDF method and analyzes the theoretical
localization performance with respect to various parameters.
Section IV presents experimental results and comparison with
existing solutions in our performance evaluation. Finally, Sec-

tion V provides concluding remarks and future work.

II. OVERVIEW OF CROWDSOURCED FINGERPRINTING
LOCALIZATION

This section first provides the background of crowdsourced
fingerprinting localization systems. We then review two main
differential fingerprinting methods (proposed in [25] and [27])
for mitigating device heterogeneity in crowdsourced systems.

A. Basics of Crowdsourced Localization

Looking at Friis free-space transmission formula Pr =
PtArAt(dλ)−2, we observe that the received power Pr de-
pends on the transmit power Pt, the effective aperture area
of the receiving and transmitting antennas Ar and At, the
distance d between the antennas and the wavelength of the
radio frequency λ. Thus, the RSS value r (in dBm) can
be modeled using the simple log-distance radio propagation
model

r = A− 10β log10 d+X, (1)

where d is the distance between a device and a Wi-Fi AP,
the coefficient β is the path-loss exponent that depends on
the propagation conditions (e.g., β = 2 in open space en-
vironments and increases in obstructed indoor spaces), and
X ∼ N (0, σ2) is Gaussian noise that disturbs the RSS
values, and is also known as shadowing [31]. The term A
provides the RSS value at a distance d = 1 m and encapsulates
device-specific characteristics, such as the antenna gain and
transmitter power, etc.

Typically, heterogeneous devices have diverse characteris-
tics leading to different A values. Thus, various devices will
report different RSS values, even if they are placed at the same
location (i.e., with a fixed distance to a specific Wi-Fi AP).
Consequently, reported accuracy with single device and lab
conditions can hardly be reproduced in crowdsourced systems,
where the user-carried devices are from several manufacturers.
Several studies have demonstrated experimentally that a pair
of RSS values collected by heterogeneous devices has a linear
relation [32, 33]. In other words, the RSS value collected by
device m with respect to a reference device can be represented
by

r(m) = α1,mr
(1) + γ1,m, (2)

where α1,m, γ1,m are the linear coefficients for mapping the
RSS values between devices 1 and m.

Traditional fingerprinting systems consist of two stages, i.e.,
the offline (training) phase and the online (positioning) phase.
In the offline phase, the indoor radio map is generated by
exploiting the Wi-Fi RSS value collected at a set of predefined
reference positions {L : `i = (xi, yi), i = 1, . . . , l}. A
set of crowdsourcing devices {D : D(m), m = 1, . . . ,M}
collect RSS values from n Wi-Fi APs. Device D(m) visits a
subset of the reference positions {L(m) : `i = (xi, yi), i =
1, . . . , l(m)}, so that L(m) ⊆ L and L =

⋃M
m=1 L(m). A

reference fingerprint r(m)
i = [r

(m)
i1 , . . . , r

(m)
in ]> associated with

location `i is a vector of RSS readings observed at that location



iv

Fig. 2: Generation processes of the differential fingerprints using SSD (cyan) and MDF (red).

and r(m)
ij denotes the RSS reading from the j-th AP recorded

by device D(m).
Using all available RSS measurements from multiple de-

vices, one can build the crowdsourced RSS radio map R ∈
Z−l×n by aggregating the RSS values for each AP across all
contributing devices Mi at location `i, where 1 ≤ Mi ≤ M ,
according to

rij =
1

Mi

Mi∑
m=1

r
(m)
ij . (3)

In the online phase, the RSS values collected by the user’s
device are compared to the radio map created in the offline
phase to identify his/her location. Given a new fingerprint
s = [s1, . . . , sn]> measured at the unknown location ` by
the user-carried device D(m′), the crowdsourced radio map R
is employed to estimate ̂̀. For simplicity, in this work, we
use the K-Nearest Neighbor (K-NN) localization method that
determines location as

̂̀(s) =
( 1

K

K∑
o=1

xo,
1

K

K∑
o=1

yo

)
, (4)

where (xo, yo), o = 1 . . . , l denote the coordinates of the
locations ordered according to increasing distance between the
reference fingerprints ri and the observed fingerprint s, which
is computed by

D2
i =

n∑
j=1

(
rij − sj

)2
. (5)

Essentially, location is estimated as the mean of the K
reference locations with the shortest distances between ri and
s in the n-dimensional RSS space. Note that the MDF method

is applicable directly to other localization methods including
probabilistic approaches.

B. Differential Fingerprinting Methods

The RSS fingerprints are not robust to device diversity
because they contain the device-specific term A of each
crowdsourcing device; see Appendix C. The main idea of
differential fingerprinting methods is to remove A in Eqn. (1).
Removing this term representing the device’s characteristics
makes the differential fingerprints from heterogeneous devices
compatible with each other and ultimately enables the creation
of crowdsourced radio maps. We present two differential
fingerprint methods, namely the SSD [25] and the MDF [27].
For instance, the MDF method smooths differences between
devices and shows higher consistency across devices (Fig. 1b),
compared to the original RSS measurements (Fig. 1a).

example
1) SSD Fingerprints: In the SSD method, the RSS value

of an anchor AP is subtracted from the other RSS values
in the original fingerprint in order to create the differential
fingerprints [25, 34]. These works consider only small-scale
setups, where all Wi-Fi APs are detected in the whole area.
Thus, a specific AP was selected a priori to be the anchor AP,
e.g., the AP that has the lowest variance of RSS values in the
radio map.

However, in real-life scenarios, i.e., large areas and multi-
floor buildings, the Wi-Fi APs typically provide only partial
coverage. Thus, the anchor AP could be different for those
fingerprints collected in a part of the whole area based on the
subset of Wi-Fi APs that are detected there. To this end, we
define for any single device the SSD reference fingerprint ři
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at reference location `i and the SSD fingerprint to be localized
š as

ři = {[ři1, . . . , ři(n−1)]>, ρi} and š = [š1, . . . , šn−1]>, (6)

where ρi denotes the anchor AP at location `i. The RSS
differences between the j-th AP and the anchor AP in the
reference and localization fingerprint are represented by

řij = rij − riρi and šj = sj − sρi , (7)

where j = 1, . . . , n, j 6= ρi. In the reference SSD fingerprint
ři we select ρi as the Wi-Fi AP that has the strongest RSS
value in the original RSS fingerprint ri, as shown in Fig. 2.
Note that the localization fingerprint š at the unknown location
is recomputed online during localization based on the ρi in the
reference fingerprint that is compared to.

Assuming Mi crowdsourcing devices at location `i, the
differential radio map Ř ∈ Zl×(n−1) contains the reference
fingerprints ři where řij is computed using Eqn. (3) with ř(m)

ij ,
instead of r(m)

ij . During positioning, the fingerprints ři and š
are used in Eqn. (4) to estimate the user location.

2) MDF Fingerprints: In the MDF method, the mean RSS
value pertaining to all APs is subtracted from individual
RSS values in the original fingerprint in order to create the
differential fingerprints [27, 35]. As the Wi-Fi APs provide
only partial coverage in large areas and multi-floor buildings,
only a subset of the APs will be detected and provide valid
RSS values in different parts. Figure 2 shows that a single
device uses RSS collected from a subset of Wi-Fi APs to
generate MDF fingerprints. Therefore, we define for a single
device the MDF reference fingerprint ¯̄ri at reference location
`i and the MDF fingerprint to be localized ¯̄s as

¯̄ri = {[¯̄ri1, . . . , ¯̄rin]>,Ai} and ¯̄s = [¯̄s1, . . . , ¯̄sn]>, (8)

where Ai denotes the subset of Wi-Fi APs that are detected at
location `i. The RSS differences between the j-th AP and the
mean RSS value in the reference and localization fingerprint
are given by

¯̄rij = rij − r̄i and ¯̄sj = sj − s̄, (9)

r̄i =
1

|Ai|

|Ai|∑
j=1

rij and s̄ =
1

|Ai|

|Ai|∑
j=1

sj , (10)

where j = 1, . . . , n, and |Ai| denotes the number of Wi-Fi APs
in subset Ai. Note that the localization fingerprint ¯̄s, which is
collected at an unknown location, is recomputed online during
localization based on the Ai in the reference fingerprint that
is compared to.

Assuming Mi crowdsourcing devices at location `i, the
differential radio map ¯̄R ∈ Zl×n contains the reference
fingerprints ¯̄ri where ¯̄rij is computed using Eqn. (3) with
¯̄r
(m)
ij , instead of r(m)

ij . Similarly to the SSD method, the MDF
fingerprints ¯̄ri and ¯̄s are used in Eqn. (4) for positioning.
Competitive advantages of MDF: In a nutshell, compared to
other existing methods, MDF has the advantages of requiring
less computation and having smaller noise variance in the
measurements. Assuming that there are n Wi-Fi APs in the

target area, the DIFF fingerprint contains all
(
n
2

)
pairwise

RSS differences. Thus, it is difficult to apply DIFF method
where there are numerous APs. The SSD fingerprint contains
n−1 RSS differences; however, selecting an anchor AP is not
trivial in large-scale multi-floor indoor environments because
the Wi-Fi APs provide only partial coverage. On the other
hand, the MDF fingerprint contains n RSS differences, thus
it keeps the fingerprint dimension low in contrast to the DIFF
method. It was shown analytically in [27] that MDF achieves
the same localization accuracy with DIFF (in fact it provides
exactly the same estimated locations), but with significantly
lower computational complexity due to the lower dimension
of the MDF fingerprints. Importantly, it is easy to observe that
the MDF measurements, by construction, have lower noise
variance compared to the DIFF measurements, as well as
the SSD measurements; see Eqn. (14) in Section III-A and
Eqn. (30) in Appendix B. This implies that MDF is able
to achieve better accuracy as demonstrated in the following
example and the CRLB analysis in Section III-C.

3) Numerical Example of Differential Fingerprinting: A
numerical example using RSS, MDF, and SSD in crowd-
sourced fingerprinting systems is shown in Table ??. We
assumed that two devices D(1) and D(2) with different charac-
teristics collect RSS fingerprints from five Wi-Fi APs. Device
D(1) is used to collect reference fingerprints for the radio
maps, while D(2) collects the test fingerprints to be localized.
For simplicity, we assumed that the parameters for mapping
the heterogeneous RSS values between the two devices are
α1,2 = 1, γ1,2 = −5 [36]. The RSS test fingerprints are
collected at the reference locations and are disturbed by adding
a random integer in the range of [−15, 15] dBm to the RSS
values of the original reference fingerprints.

The RSS reference and test fingerprints at locations `1
and `2 are tabulated in Tables ?? and ??. The corresponding
SSD and MDF fingerprints are tabulated in Tables ??, ??
and Tables ??, and ??, respectively. Columns 7 and 8 in
Tables ??, ?? and ?? show the distances d1 and d2 between the
reference fingerprints and the test fingerprints. The location of
the reference fingerprint that has the minimum distance from
the test fingerprint is regarded as the estimated position, shown
in the last column.

In this example, using the original RSS fingerprints results
in performance degradation as the wrong location is computed
for both test fingerprints. In contrast, differential fingerprinting
methods perform better. Notably, the MDF method estimates
the location correctly in both cases, while the SSD method
provides the wrong location for the first test fingerprint.

III. PERFORMANCE ANALYSIS OF MDF
In this section, we present the MDF measurement model

and then derive the CRLB for the MDF method considering
multiple devices. Finally, we apply the CRLB to analyze thor-
oughly the theoretical performance of MDF in crowdsourced
fingerprinting systems.

A. MDF Measurement Model
Using Eqn. (1) and Eqn. (8), the MDF fingerprint measure-

ment collected by device D(m) from the j-th Wi-Fi AP at the
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reference location ` = [x, y]> can be obtained as1,

¯̄r
(m)
j = −10β log

(
dj∏n

j′=1 d
1
n

j′

)
+X

(m)
MDF,j , (11)

where dj is the distance between user’s device and the j-
th AP located at [xj , yj ]

>. The Gaussian noise of the MDF
measurement from the j-th Wi-Fi AP is represented by:

X
(m)
MDF,j = [X

(m)
j − (1/n)

n∑
j′=1

X
(m)
j′ ], (12)

where X(m)
j ∼ N (0, (σ

(m)
j )2) is the Gaussian noise disturb-

ing the Wi-Fi RSS measurement collected by device D(m).
Using Eqn. (3) and assuming for simplicity that Mi =

M, ∀i, the MDF measurement ¯̄rj across all crowdsourcing
devices M follows a Gaussian distribution, ¯̄rj ∼ N (µ̃j , σ̃

2
j ),

where µ̃j and σ̃2
j are the mean and variance given by:

µ̃j = −10β log

(
dj∏n

j′=1 d
1
n

j′

)
, (13)

σ̃2
j =

1

M2

M∑
m=1

[(
1− 2

n

)
(σ

(m)
j )2 +

1

n2

n∑
j′=1

(σ
(m)
j′ )2

]
, (14)

where E[X
(m)
j X

(m)
j′ ] = 0, j 6= j′ since X

(m)
j , X(m)

j′ are
independent noise measured by different Wi-Fi APs. The
detailed derivations of the mean and variance are shown in
Eqn. (20) and Eqn. (21) in Appendix A, respectively.

B. Derivation of the CRLB for MDF

The CRLB presents a lower bound on the variance of
an unbiased estimator, which represents achievable estimator
performance. With respect to indoor localization, the CRLB
quantifies the lower bound of the localization error that can be
achieved by any estimator at a specific position given indoor
environmental factors. Here, we derive the CRLB of the user’s
location ` from the MDF measurements ¯̄r. If ̂̀= [x̂, ŷ]> is the
estimate of the user’s location, the CRLB of user’s location is
formulated by [37]:

var(̂̀) ≥ J(`)−1, J(`) = −E
{
∂2 ln f(¯̄r|`)

∂`2

}
, (15)

where J(`) is the Fisher Information Matrix (FIM).
Theorem 1: The CRLB of the MDF method depends on

i) the geometry of the Wi-Fi AP locations, ii) the distance
between the Wi-Fi APs and the user device dj , iii) the number
of Wi-Fi APs n, iv) the number of crowdsourcing devices M ,
and v) the parameters of the propagation model β and σ. �
We prove Theorem 1 by deriving analytically the FIM J(`).
First, using the MDF measurement model for multiple crowd-
sourcing devices of Subsection III-A, the joint measurement
likelihood function of the n MDF measurements is represented
by the Gaussian distribution as follows:

1For brevity we drop the location index i. We also assume that all Wi-Fi
APs cover the entire area of interest, thus we drop Ai.

f(¯̄r|`) =

n∏
j=1

1√
2πσ̃j

10

ln 10

r̄

rj
×

exp

−
[

10 log

(
rj
r̄

)
+ 10β log

(
dj∏n

j′=1 d
1
n

j′

)]2/
2σ̃2

j

 .

(16)

Let the FIM be denoted as

J(`) =

[
Jxx(`) Jxy(`)
Jyx(`) Jyy(`)

]
, (17)

while the entries of the FIM are given by:

Jxx(`) =

n∑
j=1

κ̃j

Υj −
1

n

n∑
j′=1

Υj′

2

,

Jxy(`) = Jyx(`)

=

n∑
j=1

κ̃j

Υj −
1

n

n∑
j′=1

Υj′

Ψj −
1

n

n∑
j′=1

Ψj′

 ,
Jyy(`) =

n∑
j=1

κ̃j

Ψj −
1

n

n∑
j′=1

Ψj′

2

,

(18)

where κ̃j = (10β/σ̃j ln 10)
2, Υj = (x − xj)/d

2
j and

Ψj = (y− yj)/d2j . The detailed derivation of the FIM entries
are included in Appendix A. Since the diagonal elements of
positive semidefinite matrices are larger or equal to zero, the
CRLB of the MDF method is given by:

var(̂̀) = σ2
x̂ + σ2

ŷ ≥
Jxx(`) + Jyy(`)

|J(`)|
. (19)

Theorem 1 holds by observing the entries of the FIM in
Eqn. (18). In particular, the geometry of the Wi-Fi APs is
implicit in Υj and Ψj that contain the x and y coordinates
of AP j and the user location respectively, as well as the
distance dj between the Wi-Fi APs and the user device. The
number of the Wi-Fi APs n is also included in the FIM
entries, while the number of crowdsourcing devices M and
the propagation model parameters β and σ are included in the
standard deviation of the MDF measurements σ̃j .

C. CRLB Analysis of Fingerprinting Methods

We investigate the impact of previously identified factors on
the localization performance of fingerprinting systems when
the MDF and SSD are used in a simple localization setup.
Heterogeneous devices collect Wi-Fi RSS measurements from
16 Wi-Fi APs marked in triangles that are placed at specified
intervals, while the user-carried devices can be localized at
the positions marked in circles [38], as shown in Fig. 3a. The
associated simulation parameters for the CRLB computation
are shown in Table ??. Note that the dimensions of the
localization setup vary accordingly with respect to the number
of Wi-Fi APs and their pairwise distance, as listed in Table ??.
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Similarly to the CRLB derivation for MDF, we derive the
CRLB for SSD considering multiple heterogeneous devices;
the details are provided in Appendix B. Note that we do not
study explicitly the effect of the Wi-Fi AP geometry as the
MDF follows the same trend reported for the RSS and SSD
fingerprints (e.g., the worst-case configuration is when the APs
are deployed along a line); see [34] and references therein
for a discussion about the optimal placement of Wi-Fi APs
in terms of localization accuracy. Note that the CRLB for
the HLF and RBF methods are not derived, as it has been
reported experimentally that they both attain lower localization
accuracy compared to SSD and MDF [30].

1) Distance Between the Wi-Fi APs and the Device: The
effect of the distance between Wi-Fi APs and the user’s
device on the CRLB is depicted in Fig. 3b. The values of
the simulation parameters are shown in the second column of
Table ?? and the distance between the Wi-Fi APs increases
from 1 m to 10 m in 1 m intervals (i.e., the distance between
each Wi-Fi AP and the device also increases). The values of
the FIM entries in Eqn. (18) decrease as the distance between
the Wi-Fi APs is increased; thus, the CRLB for all fingerprint-
ing methods gets larger. This indicates that the localization
accuracy degrades when the user’s device is further from the
Wi-Fi APs. However, we observe that the MDF provides better
performance compared to the SSD fingerprints.

2) Number of Wi-Fi APs: The relationship between the
number of Wi-Fi APs and the CRLB is illustrated in Fig. 3c.
Starting with 3 Wi-Fi APs, more APs are added to the finger-
printing localization system according to their index number
from 3 to 16, while the other parameters are shown in the third
column of Table ??. In this case, more information (i.e., RSS
measurements) is available in the system to localize the user.
Therefore, as the number of Wi-Fi APs increases, the FIM
entries in Eqn. (18) get larger. Consequently, the CRLB of the
fingerprinting methods decreases leading to higher localization
accuracy with the MDF method performing better than SSD.

3) Number of Crowdsourcing Devices: We investigate the
effect of the number of crowdsourcing devices on the CRLB
of user’s location using the parameters listed in the forth
column of Table ??. Each device has different characteristics
that are represented by parameter A in Eqn. (1). We vary this
parameter in 1 dBm increments from −29 dBm to −20 dBm,
while the number of devices increases accordingly. As shown
in Fig. 3d, the tendency of the CRLB depends on the number
of devices. When more devices are used for crowdsourcing,
the variance of all differential fingerprints decreases. Thus, the
values of the FIM entries in Eqn. (18) increase, resulting in
lower CRLB value. Again, the MDF method outperforms the
SSD method in terms of the CRLB and is capable to achieve
better accuracy in multi-device crowdsourcing systems.

4) Impact of the Propagation Model Parameters: The im-
pact of the two parameters in the propagation model Eqn. (1),
i.e., the path-loss exponent and the standard deviation of the
shadowing noise in the RSS measurements, is shown in Fig. 3e
and Fig. 3f, respectively.

Fig. 3e shows the effect of path-loss exponent β on the
CRLB. For β corresponding to various indoor environments,
as the path-loss exponent β increases from 1.6 to 6, the CRLB

decreases [39]. This implies that the localization accuracy is
better in indoor environments, compared to outdoor environ-
ments. This is reasonable, as the challenging signal propaga-
tion conditions indoors increase the discriminate power of the
RSS values (i.e., they are more likely to change significantly in
short distances due to reflections, obstructions, etc.) compared
to line-of-sight propagation outdoors. In any case, the MDF
method achieves significantly lower CRLB.

Regarding the shadowing noise component, we consider
three crowdsourcing devices whose RSS measurements are
affected by noise with the same standard deviation σ that
varies from 0.5 dBm to 10 dBm. Looking at Fig. 3f, increasing
σ leads to higher CRLB, i.e., lower localization accuracy
should be expected. Again, this is reasonable because higher
noise decreases the discriminate power of the RSS values (i.e.,
the RSS values at nearby locations do not change significantly
over the noise threshold to reliably identify the location of the
user). As the standard deviation σ of the RSS measurements
increases, the variance of SSD measurements grows larger
compared to MDF measurements; thus, the MDF fingerprints
are more robust in real life applications.

parameter

IV. EXPERIMENTAL EVALUATION

This section provides a comprehensive assessment of the
localization accuracy attained by the fingerprinting methods
in real-life setups. First, we introduce the datasets collected
with multiple devices in two indoor environments. Then, we
present the experimental results and discuss our observations,
while considering the findings of the CRLB analysis.

A. Indoor Localization Datasets

Huawei Dataset: This small-scale dataset contains Wi-Fi
RSS values collected with 8 devices in an area of 120 m×40 m
inside the Riemann Laboratory, Huawei Technologies, Xi’an,
China. These devices include Honor V30, Huawei Mate20,
Huawei Mate30, Xiaomi Mi8, Huawei P40, Google Pixel3,
OPPO Ace2, Vivo iQOO Z1. Figure 4 shows the floor map
of this typical office environment with Wi-Fi APs, reference
positions and test positions where the fingerprints were col-
lected. The floor map shows only some of the Wi-Fi APs, that
are close to the reference and test positions.

The dataset contains 2,870,518 RSS measurements gener-
ated from Wi-Fi APs with 421 different Basic Service Set
Identifiers (BSSID). Note that the number of APs is quite high
because each AP is configured to have four virtual APs for
network management purposes2. The Wi-Fi APs that are more
frequently detected in the entire dataset (i.e., provide more
measurements) are sorted in decreasing order and the RSS
values corresponding to the top-400 Wi-Fi APs are used to
create fingerprints. There are 65 reference locations and 7,275
reference fingerprints in total are collected by all devices to

2In practice, to accommodate the large number of Wi-Fi APs, one can
apply AP selection techniques to reduce the dimension of the fingerprints and
therefore the computational time during positioning (see Section 5 in [40]).
Such techniques are beyond the scope of this work; however, we highlight
that they are fully compatible with differential fingerprinting.
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Fig. 3: (a) Localization setup for the CRLB analysis; CRLB versus the system parameter (b) distance between the Wi-Fi APs;
(c) number of Wi-Fi APs; (d) number of crowdsourcing devices; (e) path-loss exponent; and (f) shadowing noise variance.

Fig. 4: Floor map of Huawei R&D office where Wi-Fi RSS fingerprints were collected.

build the crowdsourced radiomap. There are 33 test locations
and 7,790 test fingerprints are collected by all devices, while
the number of fingerprints collected by each device is different.

Tampere Dataset: This publicly available large-scale
dataset contains 4,648 fingerprints collected by 21 devices
in a five-floor university building in Tampere, Finland3. The
building has a footprint of approximately 22.570 m2 (about
208 m length and 108 m width) [41]. This is a typical uni-
versity building hosting a few larger lecture halls and several
smaller lecture rooms on the first and second floor, as well
as several offices and meeting rooms. The dataset contains
697 reference fingerprints and 3,951 test fingerprints. Each
fingerprint contains RSS data from 992 Wi-Fi APs and we
consider the top-600 APs with the largest volume of data.

3Tampere Dataset, https://doi.org/10.5281/zenodo.889798

B. Performance Metric & Results Reporting

We use these two datasets collected in real-life indoor
environments to compare the MDF method against other
solutions for crowdsourced fingerprinting localization, namely
the standard RSS, the SSD [25], the HLF [23], and the
RBF [22] methods. For the SSD method, the anchor AP is
selected as described in Section II-B1. We followed the same
approach for HLF to avoid the computational overhead of the
original method that uses all pair-wise AP combinations.

We are interested in the accuracy of these methods in
practice, thus we use the localization error as the performance
metric that is defined as the Euclidean distance between the
real user location and his/her location estimated by the K-
NN localization approach given by Eqn. (4) using K = 5.
We report statistics with respect to the distribution of the
localization error using box plots and bar charts. The box plots

https://doi.org/10.5281/zenodo.889798
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represent the empirical cumulative distribution function of the
error where the central mark indicates the median error, the
box edges correspond to the 25th and 75th percentiles, and the
whiskers extend to the 5th and 95th percentiles, respectively.
The bar charts present the mean localization error together
with the 95% confidence interval given by ±1.96σe/

√
|T |,

where σe is the standard deviation of the error and |T | is the
number of test samples. The 95% confidence interval indicates
that the mean error falls within the interval with a high degree
of certainty.

C. Experiments

In the following, we present the evaluation results and
discuss our findings with respect to the localization error.
We performed three series of experiments to investigate i)
the combined effect of device heterogeneity and carrying
mode in an office environment, ii) the additional effect of
power control schemes in the Wi-Fi APs, and iii) the effect
of device heterogeneity in larger indoor environments using
several devices and sparsely collected data.

1) Effect of Device Heterogeneity and Carrying Mode:
In this experiment, we investigate the combined impact of
device heterogeneity and other factors on the RSS values
that consequently affect the localization accuracy. We emulate
such factors, e.g., various device carrying modes, by adding
a different constant bias value to the RSS values reported by
the 8 heterogeneous devices, i.e., from 0 dBm (no bias) for
the Huawei Honor V30 to −14 dBm for the Vivo iQOO Z1 in
steps of −2 dBm for the other devices.

We use 330 test fingerprints that the Huawei Honor V30
device collected, i.e., ten test fingerprints at each test location.
Figure 5a shows the localization error achieved with this
device considering all eight devices for crowdsourcing. The
median localization error of MDF is about 2.36 m, which is
the lowest of the five fingerprinting methods.

The localization error for increasing number of crowdsourc-
ing devices is illustrated in Fig. 5b. When M = 1, only
the Honor V30 smartphone is used to build the radio map,
and there is a difference of about 0.82 m in localization error
between the RSS and MDF methods. As the number of devices
increases, the localization performance for RSS fingerprints
degrades because of the factors affecting the RSS values. We
observe that the performance of the MDF method improves
slightly as more crowdsourcing devices are considered.

2) Effect of Power Control in Wi-Fi APs: In this experi-
ment, we focus on the localization error in the power control
situation. It assumed that half of the Wi-Fi APs, which are
randomly selected, perform power control. The power control
offset is set to a random integer in the range of [−3, 3]
dBm. The fingerprints collected to build the radio map in the
offline phase include the power control offset. In the online
phase, the fingerprints have different offset because they were
assumed to be collected in a different power control duration.
Figure 5c illustrates the results of the mean localization error
that are averaged over 5 Monte Carlo experiments for the
increasing number of Wi-Fi APs. When there are 100 Wi-Fi
APs, the localization error for all methods exceeds 3 m. When

n = 200, the localization error of MDF drops below 3 m and
it outperforms other fingerprinting methods. As the number of
APs increases, the performance of MDF improves further and
then this effect gradually reduces, as shown in Fig. 3c.

3) Effect of Device Heterogeneity with Sparse Data From
Several Devices: The localization error on the 2nd floor of the
Tampere dataset, that includes 197 reference and 1,108 test
fingerprints, is depicted in Fig. 5d. In this case, the median
localization error of MDF is about 4 m, which is well below
other fingerprinting methods that achieve median error higher
than 5 m. In addition, the 25th and 75th percentile errors are
the lowest compared to other methods.

Figure 5e shows the localization error for the increasing
number of Wi-Fi APs by averaging over 5 Monte Carlo exper-
iments with a different subset of Wi-Fi APs randomly selected
in each experiment. As the number of Wi-Fi APs increases, the
mean localization error of all fingerprinting methods decreases
and the standard deviation of the localization error is reduced.
The localization accuracy improves when more Wi-Fi APs
are considered, while the MDF method achieves significantly
better accuracy compared to other methods.

We observed the same trend using data from other floors.
For instance, on the 3rd floor that contains 139 reference
fingerprints and 770 test fingerprints MDF attains a median
error of 5.01 m compared to 8.54 m for RSS and 7.28 m for
SSD. Similarly, on the 4th floor (118 reference fingerprints
and 699 test fingerprints) the median error of MDF is 3.98 m
compared to 7.28 m for RSS and 5.55 m for SSD.

V. CONCLUSIONS

Differential fingerprinting methods are able to address the
challenges in crowdsourced IPSs raised by various factors that
affect the RSS measurements such as device heterogeneity,
device carrying mode, and power control of Wi-Fi APs. In
this work, we use a methodology based on the CRLB to show
analytically that the MDF method is preferable for building
the fingerprints, instead of the original RSS fingerprints, as it
provides measurements that are more robust to these factors.
Extensive experimental results with real-life data confirm our
analytical findings and demonstrate that the MDF method han-
dles effectively the RSS measurements provided by multiple
devices and delivers higher accuracy, compared to existing
solutions.

As part of our future work we plan to incorporate the MDF
method in production-level IPSs such as the Anyplace Naviga-
tion Service4 developed at the University of Cyprus to improve
user experience when navigating in indoor environments.

4Anyplace Navigation Service, https://anyplace.cs.ucy.ac.cy/

 https://anyplace.cs.ucy.ac.cy/
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Fig. 5: Localization of the Honor V30 device (a) with crowdsourced data from all 8 devices; (b) for increasing number of
crowdsourcing devices; (c) in the power control situation; Localization results on the 2nd floor of the Tampere dataset (d) with
crowdsourced data from all 21 devices; and (e) for the increasing number of Wi-Fi APs.

APPENDIX A
CRLB DERIVATION FOR THE MDF METHOD

The details of the CRLB derivation are described here. The
mean and variance of MDF are calculated as follows:
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[
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The log-likelihood of Eqn. (16) can be represented by:

ln f(¯̄r|`) =

n∑
j=1

ln
1√

2πσ̃j
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ln 10
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 ,

(22)

where κ̃j = (10β/σ̃j ln 10)
2 and d̃j = (r̄/rj)

1/β∏n
j′=1 d

1/n
j′ .

The derivatives of ln f(¯̄r|`) with respect to each coordinate are
as follows:
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where Υj = (x− xj)/d2j and Ψj = (y − yj)/d2j . In order to
calculate the entries of FIM, we obtain the following equations
by taking the derivative of Eqn. (23) and Eqn. (24) w.r.t. `:
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All of the second derivatives of the log-likelihood include a
term of ln(d2j/d̃

2
j ) whose expected value is zero.

APPENDIX B
CRLB DERIVATION FOR THE SSD METHOD

Without loss of generality, we assume a single Wi-Fi AP
used as the anchor AP, i.e., ρi = k, at all locations `i and all
crowdsourcing devices M . The SSD measurement from the
j-th Wi-Fi AP for device D(m) is represented by:

ř
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)
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(m)
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where X(m)
SSD,j = [X

(m)
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k ] is the shadowing noise of the
SSD measurement. In the same way presented in Section III-A,
the mean and variance of the SSD measurement are obtained
by:
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The measurement likelihood function is given by:
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The entries of the FIM given by Eqn. (15) are as follows:
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where κ̌j = (10β/σ̌j ln 10)
2, Υj = (x − xj)/d2j and Ψj =

(y − yj)/d2j .

APPENDIX C
MEASUREMENT MODEL OF RSS FINGERPRINTS

The RSS fingerprint collected by device D(m) from the j-th
Wi-Fi AP is given by:

r
(m)
j = A(m) − 10β log(dj) +X

(m)
j . (33)

Regarding the original RSS measurement rj , the mean and
variance across all crowdsourcing devices M are obtained by:

µj =
1

M

M∑
m=1

A(m) − 10β log dj , (34)

σ2
j =

1

M2

M∑
m=1

(σmj )2. (35)

Observing the mean, it is obvious that the RSS measurement
is not robust to device heterogeneity as it contains the device
dependent terms A(m).
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